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Abstract—OFDM based wireless communication systems split
the available frequency band into so-called sub-carriers, and data
is transmitted on each of these sub-carriers in parallel. With
frequency selective fading, sub-carriers may experience different
channel qualities. Thus, choosing a different modulation and
coding scheme (MCS) per sub-carrier improves performance.
However, this comes at an increase in transceiver complexity
and no current wireless system adapts the MCS at such a fine
granularity. Some OFDMA based systems such as LTE allow to
adapt the MCS per user, whereas wireless local area networks as
specified by IEEE 802.11 use the same MCS on every sub-carrier.

The performance of such wireless systems that use a single
MCS in a frequency selective fading channel can be significantly
improved through Sub-Carrier Switch Off (SSO), a simple but
powerful alternative to adaptive MCS. SSO deactivates weak sub-
carriers that excessively raise the error probability to improve
the overall throughput. In this paper, we implement and test
SSO in a software-defined radio testbed based on the Wireless
Open Access Research Platform (WARP). We present a novel
light-weight method for selecting the sub-carriers to be switched
off based on the per-sub-carrier channel quality. The results we
obtain from our measurements indicate that throughput increases
of up to 250% are possible and thus SSO is a highly promising
and very low complexity mechanism for future wireless local area
networks.

I. INTRODUCTION

Orthogonal frequency division multiplexing (OFDM) based
wireless systems divide the available frequency spectrum of
a channel into several sub-carriers. These sub-carriers allow
for the parallel transmission of multiple data streams with
longer symbol duration compared to single channel schemes.
In combination with a guard interval between symbols, this re-
duces inter-symbol interference (ISI) and thus lowers sensitiv-
ity to complex multipath environments. Additionally, OFDM
maintains high throughput, due to multiple simultaneous data
streams.

In an environment with frequency selective fading, the sub-
carriers may experience very different fading characteristics.
Adapting the modulation and coding scheme (MCS) on a per
sub-carrier basis is one option to counter this effect. This
method ensures high throughput while maintaining acceptable
bit error rates but at the same time comes at an increase in
transceiver complexity. In addition to the signal processing and
computational overhead of such so-called loading algorithms
[4], they also incur a considerable signaling overhead for the

feedback of channel states and preferred MCS per sub-carrier.
As a consequence, no current wireless system adapts the
MCS at such a fine granularity. Wireless local area networks
(WLAN) as standardized in IEEE 802.11, including the most
recent 802.11ac standard, use the same MCS for each sub-
carrier. Even sophisticated OFDMA based systems such as
LTE only allow to adapt the MCS per user, but use the same
MCS on all of the sub-carriers of a given user.

A simple but powerful alternative to adaptive MCS is to
simply deactivate sub-carriers with severe fading. Such Sub-
Carrier Switch Off (SSO) very effectively combats frequency
selective fading and at the same time has much lower com-
putational complexity and feedback overhead. Using SSO to
deal with frequency selective fading has been first proposed
in [12], [11] and [4]. In these papers, the merits of SSO in
conjunction with power loading approaches are investigated
by means of simulation.

In this work, we report on our implementation and ex-
perimental results of SSO. SSO lowers the average bit error
probability and thus increases the packet reception probability.
However, at the same time the data that formerly was to be
transmitted on the disabled sub-carriers will be appended to
the remaining sub-carriers, resulting in longer packets. An
efficient SSO mechanism needs to carefully balance these two
effects. We design an SSO scheme that enables or disables
sub-carriers with respect to the sub-carrier channel estimation.
Our implementation is based on the Wireless Open Access
Research Platform (WARP) [9], an FPGA based software
defined radio system. To the best of our knowledge, our
implementation is the first to analyze the effect of SSO in
an actual WLAN system.

From our measurements we observe that SSO provides
throughput gains of up to 250%. Also, we found that SSO
can decreases the necessary signal strength for successful data
transmission. Under certain fading conditions we noticed a
difference in the necessary signal strength of up to 5 dB.
Thus, we consider SSO a highly promising mechanism to
improve future wireless local area networks while maintaining
low complexity.

The rest of this paper is structured as follows. Section II
gives a short introduction into the basic principles of OFDM.
It is followed by a description of SSO in an OFDM system. In



Section IV we outline the experimental setup used to evaluate
SSO. Experimental results are presented in Section V. Finally,
we give a short overview of related work in Section VI.

II. OVERVIEW OF OFDM

The orthogonal sub-carriers of an OFDM System are spaced
closely to each other inside the frequency range of the
communication channel. Usually, transmission signals have to
be spaced sufficiently far apart to allow them to be filtered
properly by the receiver. Additionally the sidebands of every
carrier will overlap and corrupt signal quality if no sufficient
spacing is applied. OFDM circumvents these difficulties by
spacing its sub-carriers reciprocal to the symbol period. With
this the sub-carriers are orthogonal to each other and do not
interfere, although being placed very closely in the spectrum.
The base-band representation of the OFDM signal can be
expressed using the inverse discrete Fourier transformation
(IDFT) [3].1

xt(n) = IDFT{X(m+ tN)} =
N−1∑
k=0

X(k + tN)ej2πkn/N

m = 0, 1, ..., N − 1

n = 0, 1, ..., N − 1

t = 0, 1, ...,

⌈
D

N

⌉
− 1

(1)

Here, N is the number of available sub-carriers, X(k), k =
0, ..., D − 1 is a sequence of D data symbols to be modu-
lated onto these sub-carriers, and xt(n) is the time domain
representation of the t-th symbol on the n-th sub-carrier. If
necessary, zero-padding is added, i.e., X(k) = 0,∀k ≥ D.

On the receiver side, the received signal yt(n) is demod-
ulated using discrete Fourier transformation to regain the per
sub-carrier data symbols.

Y (k + tN) =
1

N

N−1∑
n=0

yt(n)e
−j2πkn/N

k = 0, 1, ..., N − 1

t = 0, 1, ...,

⌈
D

N

⌉
− 1

(2)

The parallel transmission structure of an OFDM systems is
its key advantage. In a typical wireless channel, the received
signal consists of overlapping arbitrarily delayed copies of the
original message due to multipath effects. Therefore, energy
from one symbol may bleed into other symbols; this effect is
known as inter-symbol interference (ISI) and lowers reception
quality. The parallel transmission structure of OFDM with its
increased symbol duration lessens this effect.

In a frequency selective fading channel, the different OFDM
sub-carriers may experience different channel qualities. This
results in certain sub-carriers being more or less error prone.
It is important to take these differences in sub-carrier qualities

1For simplicity, we omit guard interval, packet header, and pilot carriers.

into account. Neglecting the higher error probability of weak
sub-carriers easily leads to packet loss and hence throughput
degradation due to retransmissions.

III. SUB-CARRIER SWITCH OFF

SSO provides throughput gains through adequate reaction to
frequency selective fading. SSO shares some characteristics
with adaptive modulation and coding, however instead of
choosing a different MCS for every sub-carrier, SSO just has
two options: it either transmits data on a sub-carrier using
the MCS chosen for the packet or it makes no use of the sub-
carrier. In the latter case, data that would have been transmitted
on the deactivated sub-carriers is appended to the other active
sub-carriers. This lowers the throughput of the transmission
as it takes more time to transmit all the payload data on the
remaining active sub-carriers. At the same time, it is possible
to use higher order MCSs on the active sub-carriers, while
maintaining a low packet and bit error rate (PER, respectively
BER). In contrast to adaptive modulation and coding, the
feedback overhead consists of only one bit per sub-carrier to
signal whether it is active.2

The main principle of SSO is to insert a complex zero
whenever a data symbol falls onto a deactivated sub-carrier.
With χ as the set of deactivated sub-carriers, the base-band
representation of SSO-enabled OFDM transmission can be
expressed as:

xssot (n) = IDFT{Xsso(m+ tN)}
m = 0, 1, ..., N − 1

n = 0, 1, ..., N − 1

t = 0, 1, ...,

⌈
D

N − |χ|

⌉
− 1

(3)

The number of symbols t that are needed to transmit the
complete data stream increases with the number of deactivated
sub-carriers. The data symbol stream modified for SSO can be
expressed as follows.

Xsso(l) =

{
X(γ(l)), if l mod N 6∈ χ
0, otherwise

(4)

Here, γ(l) maps from a sub-carrier index in the SSO encoded
OFDM transmission to the corresponding data symbol index
that is to be placed in this sub-carrier.

γ(l) = l − ((bl/Nc)|χ|+ |{x ∈ χ |x < l mod N}|) (5)

A. Adaptive Sub-carrier Switch Off

When determining χ, the set of sub-carriers to deactivate
for SSO, we aim to improve transmission quality and perfor-
mance. This can be seen as a optimization problem. Therefore,

2For example, 802.11ac supports at most 512 sub-carriers corresponding
for the maximum bandwidth of 160MHz, resulting in a signaling overhead of
only 64 bytes. Certain of these sub-carriers are not used for data transmission
and therefore do not need to be included in the signaling. In addition, this
overhead can be reduced further due to the fact that neighboring sub-carriers
tend to have similar channel quality, allowing for efficient aggregation of state
information for neighboring sub-carriers.



we formulate the packet error rate P of a SSO enabled OFDM
link as follows:

P (M, c) = 1−
N∏
k=1

(1− p(M, c, h(k), w(k))) (6)

Here, p(M, c, h(k), w(k)) is the error probability for sub-
carrier k with channel h(k) and AWGN noise w(k), given
modulation scheme M and coding scheme c. Furthermore,
we define the throughput for a channel with conditions h and
w as follows:

Th,w(M, c, χ) = b(M) · rfec(c) · rsso(χ) · (1− P (M, c)) (7)

The rate of the convolutional coder is given by rfec, the
reduction caused by switching of the sub-carriers in χ is
rsso(χ) = 1 − |χ|N , and the throughput rate for modulation
M is denoted b(M).

The SSO optimization problem to be solved is thus to select
the set of sub-carriers to switch off together with a modulation
and coding scheme that maximizes throughput, given channel
conditions h(k) and w(k).

arg max
M,c,χ

(Th,w(M, c, χ)) (8)

B. Threshold-based Adaptive Sub-Carrier Switch Off

For a practical solution, we simplify the general opti-
mization problem given by Equation 8 by splitting the joint
optimization of MCS and SSO into two separate optimization
problems. On the one hand, we adapt the number of sub-
carriers to be deactivated in order to increase the throughput
given a packet MCS. On the other hand, we select the modula-
tion and coding scheme that best utilizes the available channel.
For the latter, we use one of the existing rate adaptation
mechanisms, e.g., [6], [13].

To decide on the quality of a sub-carrier, we make use of the
channel estimation techniques of OFDM systems that are used
to handle frequency selective fading. This mechanism uses part
of a wireless packet’s preamble to predict the channel state
of every sub-carrier. For the decoding of the payload, every
symbol transmitted on a sub-carrier is equalized based on this
estimate. This is done e.g. by multiplication with the inverse
channel estimate Ĥ(k) [5].

X̂(k) =
Y (k)

Ĥ(k)
, k = 0, 1, ..., N − 1 (9)

The influence of the multipath fading channel that causes the
frequency selective fading can be described as:

y(n) = x(n)⊗ h(n) + w(n), (10)

Here, w(n) is the additive white Gaussian noise (AWGN) and
h(n) is the channel impulse response. From the equalization
process given in Equation 9, it can be seen that the AWGN
noise w(n) affecting a sub-carrier is scaled by the inverse of
the channel estimate Ĥ(n) in the same way as the transmitted
signal. This means a low magnitude of the channel estimate
(highly attenuated channel) will result in amplification of w(n)
during equalization. By this, even in case of perfect channel

estimation and presence of AWGN noise, a low magnitude for
Ĥ(n) may lead to a significant distortion in the received sub-
carrier signal. For this reason we consider |Ĥ(n)| as a suitable
measure for the decision whether to deactivate a sub-carrier
or not.

As all the sub-carriers are independent and their error rate
only depends on the sub-channel quality, they will be switched
off in the order of their channel qualities. The resulting
optimization problem for adaptive sub-carrier switch off of
the ξ weakest sub-carriers is:

argmax
ξ

(Th,w(M, c,min(N , ξ))) (11)

With N as set of sub-carriers and min(N , ξ) describing the
ξ weakest sub-carriers from N .

With a measure for the sub-carrier channel quality we now
propose a threshold-based heuristic solution to Equation 11.
We define a channel quality threshold τ to decide whether
a sub-carrier should be added to χ. This threshold specifies
the sub-carrier quality at which the loss in throughput due to
deactivating the sub-carrier equals the loss introduced due to
the carrier’s contribution to the error rate. The value for τ is
equal for every sub-carrier but is MCS dependent. Therefore,
for a channel estimate |Ĥ(k)| we define as a solution to
Equation 11:

ξ = |{k, |Ĥ(k)| < τ}| (12)

It is obvious that SSO can not provide any gains for flat fading
channels. The separate MCS adaptation mechanism ensures
that a MCS is chosen for which the threshold τ is in range
of the sub-carrier qualities, i.e., not all sub-carriers will be
enabled as should be the case. Only in case signal quality is
too low to reliably transmit data with any of the MCSs could
it be that all sub-carrier qualities are below the threshold and
all carriers would be disabled. This can be easily detected and
the SSO functionality could be disabled for this extreme case.

IV. HARDWARE PLATFORM AND EXPERIMENTAL SETUP

For the experimental evaluation of OFDM sub-carrier
switch-off we use the Wireless Open Access Platform
(WARP). WARP provides an open source FPGA driven soft-
ware defined radio platform, where the MAC and PHY layers
can be modified in software. Our work builds upon the WARP
reference implementation of an IEEE 802.11a-style OFDM
PHY-Layer implementation that allows for real-time frame
encoding and decoding.

A. PHY-Layer Structure

WARP’s OFDM PHY-Layer provides a 10MHz bandwidth
OFDM channel that consists of 64 sub-carriers as shown in
Figure 1.3 Out of these 64 sub-carriers, 49 can be used for
actual data transmission. The rest are assigned to the DC
carrier, pilot carriers, or are left empty according to the IEEE
802.11a specification (see Table I).

3Note that we use the sub-carrier numbering from 1 to 64 as given in Figure
I for all sub-carrier related figures, i.e., the empty sub-carriers at the left and
right border of the frequency spectrum appear in the middle of these figure.



Fig. 1. Sub-carrier Allocation of the WARP OFDM-PHY Layer

Index Utilization
0 (DC) Must be empty

7,21,43,57 BPSK pilot tones
1-6, 8-20, 21-26, Data Carriers

38-42, 44-56, 58-63
27-37 Must be empty

TABLE I
WARP OFDM-PHY SUB-CARRIER ASSIGNMENT

The data packets generated by the WARP OFDM imple-
mentation have the packet structure given in Figure 2, that
is similar to the one of the IEEE 802.11 protocol family.
It starts with a predefined preamble and training symbol
sequence. This parts are needed to correct the carrier frequency
offset, determine the signal strength and estimate the channel
coefficients. After the training sequence follows a packet
header. It is encoded with a robust MCS in order to transmit
basic parameters for the packet, such as for example source
and destination addresses, packet length or CRC. The rest of
the packet contains the payload data. It is encoded with the
full rate MCS that is a combination of one of the modulation
schemes BPSK, QPSK, or QAM16 together with rate 1/2,
2/3 or 3/4 punctured convolutional coding. Additionally, the
convolutional coding can be deactivated. While the base rate
is fixed and known to both sender and receiver, the full rate
is signaled in the packet header and can vary. Therefor, the
sender can decide on a full rate MCS while the receiver adapts
to it during header decoding. In our experiments we choose
the WARP default MCS of QPSK with rate 1/2 punctured
convolutional coding for the packet header.

Fig. 2. WARP OFDM-PHY Layer Frame Format

B. WARPnet Measurement Setup

The intended scenario for our SSO algorithm is a wireless
local area network with a slowly varying, pseudo-static chan-
nel, as experienced for example by notebooks in an office that
usually keep their positions for long periods of time compared
to the duration of a wireless packet transmission.

For our implementation we use the WARPnet framework.
One key advantage of WARPnet is the ability to transfer large

amounts of measurement data from the WARP boards via
Ethernet to a commodity PC system for further processing.
There, data analysis can be done without the restrictions of
WARP’s embedded FPGA environment.

WARPnet consists of three main components: a MAC layer
running on the embedded WARP system, data co-processors
running on the commodity PC system, and a python script to
configure the experiment parameters. The MAC layer com-
ponent receives control messages from the experiment control
script via Ethernet to configure transmission parameters and to
start and stop the packet exchange between the wireless nodes.
On the receiver side, the MAC layer sends the received data
together with other measurement values via Ethernet to the
WARPnet co-processors for further processing. Figure 3 gives
an overview of the WARPnet setup.

Fig. 3. General Experiment Setup

Although the WARPnet framework is very well suited for
the testing of SSO, it has one drawback. WARP lacks the
correction of phase offsets that arise from channel coefficient
changes or sampling frequency offsets. As a consequence, the
longer the duration of a packet transmission, the higher the
risk that the phase offset results in packet loss. The maximum
packet duration with WARP results from transmitting the
maximum payload length of approximately 1400 bytes with
the BPSK modulation and code rate 1/2. To avoid the adverse
effects of phase offsets, we limit the maximum number of sub-
carriers that can be switched off. In our experiments, we use do
not switch off more than 22 sub-carriers. That means, less than
half of the available sub-carriers can be switched off, which
roughly doubles the packet duration. In turn, we use a payload
of approximately half the maximum payload length for all
experiments, so that the maximum packet duration remains
unchanged.

The throughput of the wireless links established in our
testbed can be determined by Equation 7. For the WARP-
Platform, values for the throughput base rates b(M) and
FEC throughput reduction are given in Tables II and III,
respectively. The packet error rate P (see Equation 6) is
determined from the number received packets with and without



TABLE II
MODULATION BASE RATES

Modulation BPSK QPSK QAM16
Base Rate 5.72Mbit/s 11.44Mbit/s 22.88 Mbit/s

TABLE III
THROUGHPUT REDUCTION DUE TO CODING

Puncturing 1/2 2/3 3/4
Reduction Factor 0.5 0.67 0.75

payload errors, per SNR level and MCS. For the 10MHz
Bandwidth OFDM implementation of the WARP Platform,
throughput for the available modulations is defined according
to Table II. The throughput reduction due to SSO is given by
rsso(χ) = 1− |χ|49 .

C. Measured Values

To evaluate SSO performance we use WARPnet to collect
PHY-Layer information for further analysis. This information
can be separated into two groups:
• transmission quality measures and
• channel state information.
Transmission quality measures are used to determine

throughput, and in particular the throughput gain achieved
by SSO. Packets that are lost due to a corrupted header will
be lost with or without SSO. Therefore, we ignore them in
the performance comparison. We thus investigate packet error
rate (PER) as the ratio between the successfully received
packets and packets with an erroneous payload, given a certain
payload MCS. Additionally, we measure every packet’s signal
strength. The WARP platform measures this value during
packet preamble detection. Equal to Authors in [2] we consider
this factor as a proxy to the SNR value, and in the following
refer to it as the packet’s SNR value.

The channel state information describes the characteristics
of the channel and is used to decide on a suitable link
configuration, including SSO. The channel state consists of
two values. First, we consider the average signal strength
of recently received packets as an indicator of the channel’s
overall attenuation. The second value that forms the channel
state are the channel coefficients estimated from the preamble
and training sequence. They consist of a complex fixed point
number for every sub-carrier describing the magnitude of the
channel estimation for this sub-carrier.

D. General Measurement Setup

Our basic test setup consists of two WARP boards running
the OFDM PHY layer with the modified WARPnet MAC layer
implementation. The nodes are placed in two neighboring
testbed rooms so that no line of sight path exists. In order
to analyze the behavior of SSO in a frequency faded channel
we investigated a range of antenna configurations. Here, we
report on results that were obtained for experiments where live
monitoring of the channel estimation showed heavily faded
carriers.

This kind of fading can be found in around 30%-40% of
antenna settings. We also remark that WARPnet’s bandwidth
is limited to 10MHz, which is considerable less compared
to current Wifi standards. IEEE 802.11ac for example uses
channels with a bandwidth of up to 160MHz. For comparable
indoor scenarios, channels with this bandwidth are likely to
have a higher probability of deep faded sub-carriers.

The measurements were performed during night time to
avoid that moving persons lead to varying channel condi-
tions. With continues logging of the channel estimation we
verified that the channel conditions were relatively stable.
An experiment configuration is given by the transmit gain,
modulation and coding scheme, set of deactivated sub-carriers
χ, and packet length. For each such configuration we run
an experiment for a duration of 20 seconds, and average
the results over all of the packets transmitted during that
time interval. This is necessary, as the estimated channel
coefficients and detected SNR might vary slightly due to noise
that affects the preamble detection process.

E. Feedback Mechanism

As we consider a pseudo-static channel (see IV-B) we use an
implicit feedback mechanism. Therefore, the WARPnet control
script decides which sub-carriers to switch off and sets the
transmission parameters accordingly for the next time slot. An
explicit feedback mechanism for a 802.11 like system could
for example included the feedback in the acknowledgment
packet that follows every received data packet. This way, no
additional signaling packets need to be transmitted, reducing
the feedback overhead solely to the bits added to the acknowl-
edgment. For systems with 64 sub-carriers comparable to the
WARP setup, this amounts to an additional overhead of only
8B/1460B = 0.5%, assuming maximum length data packets.

V. RESULTS

In this section we present the results for the SSO measure-
ments that we conducted on our WARP testbed. The results are
separated threefold. First we present throughput measurements
that give insights on the gains achievable with SSO. Next we
report on a series of measurements to determine the threshold
described in section III-B. Finally these findings are validated
with additional adaptive throughput measurements.

A. Throughput Gain for SSO

To determine the gains that SSO can achieve in different
settings, we measure the transmission quality for the same
frequency faded channel with different transmission config-
urations. To this end, we compare the throughput for the
best performing MCS with and without SSO. In addition,
this analysis provides us with insights about the influence of
channel conditions on the performance of SSO.

As measuring the transmission quality for all possible con-
figurations is cumbersome, we restrict ourselves to measuring
a representative subset of channel configurations. For a first
insight into the effect of SSO, we use different values for ξ
and conduct experiments for all four possible coding rates in



conjunction with WARP’s three available modulation schemes.
Furthermore, to determine the behavior over a range of signal
reception strengths, we perform measurements for different
transmit power settings.

In the following, we present the results of the throughput
measurement for a frequency selective channel where SSO
shows a significant throughput gain. In this experiment, we
deactivate the 6, respectively 12, weakest sub-carriers. As a
reference, the performance of the transmit configuration with
all sub-carriers active is measured.

Figure 4 shows the corresponding channel coefficients over
time according to the sub-carrier order described in Section
IV. As can be seen from the figure, the basic fading pattern
remains stable throughout the complete experiment run. Note
that the spectrum shows considerable fading for the sub-
carriers around sub-carrier number 15. The gap comprises
more than 6 heavily faded carriers which suggests that the
configuration disabling more than 6 sub-carriers might lead to
higher gains.
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Fig. 4. Channel Coefficients

Figure 5, shows the performance of SSO for QPSK mod-
ulations in the described channel. 4 It can be seen, that
QPSK still successfully delivers packets under this channel
conditions even without SSO. However, the all active sub-
carrier configuration only reaches the throughput level of the
switched off configuration for high SNR values. Furthermore,
for lower SNR values a successful data transmission without
SSO is not possible. It can be seen, that SSO significantly
decreases the minimum SNR that is needed for successful
packet transmission. If we consider for example a throughput
of 2Mbit/s we can see that SSO improves the reception by
a value of roughly 5dBm. While a QPSK transmission with
1/2 coding and SSO still transmits with this throughput at a
SNR of -81dBm the all sub-carrier active equivalent reaches
this throughput at -76 dBm. Further, it is obvious that the
order in transmission stability imposed by coding is preserved
when SSO is applied. For all MCS, 1/2 coded transmission

4The results for BPSK basically give the same insights therefor, we foresee
presenting them here.

still are the most resilient while 3/4 coding are the lowest.
As expected for this channel state deactivating 12 sub-carrier
performs better than switching off 6.

Figures 6 shows throughput for the same channel using
QAM16. It is obvious that for these channel conditions,
QAM16 modulation without SSO is not feasible. In contrast,
when disabling the weakest sub-carriers it is possible to
successfully transmit data with QAM16. Note that disabling
12 sub-carriers performs significantly better than only deac-
tivating 6 sub-carriers. We explain this with the higher error
proneness of QAM16 modulations compared to QPSK and
BPSK. Note that, in comparison to Figure 5 the SSO enabled
QPSK transmissions performs better for lower SNR values
while QAM16 provides higher throughput for higher SNR
values.

In Figure 7 we show the maximal throughput for this
experiment. This plot combines the data of all measured
modulations. The throughput of the best configuration with
all sub-carriers active compared to the best configuration with
SSO is shown over the measured SNR range. The maximum
absolute throughput gain can be found at -78dBm and has
a magnitude of 4.1Mbit/s, where the conventional scheme
achieves a throughput of 0.2Mbit/s, whereas SSO achieves
4.3Mbit/s. N
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B. Parameter Configuration for SSO

In a second step we experimentally determined the threshold
τ described in section III-B. To this end we use the previously
described setup for throughput measurements to collect the
throughput for one specific MCS and all possible values for
ξ. For every experiment we determine the MCS dependent
value for τ from the best performing configuration as the
channel state of the weakest active sub-carrier. We find that,
the measured channel estimates do not correspond to the
exact channel approximation Ĥ . This effect is caused due to
WARP’s gain control which amplifies the packets before the
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channel estimation is done. Therefore, we extend τs to be a
vector of thresholds depending as well as the receivers gain
factor, which corresponds to the measured packet SNR.

We repeat the measurement procedure for several different
pseudo-static channels and record the channel states and
transmission quality measures. For every MCS, we average
the values for τs over all conducted experiments. Our low-
complexity adaptive SSO strategy determines the number ξs
of weakest sub-carriers to deactivate depending on the signal
strength and the vector of averaged thresholds τs as follows:

ξs = {k, |Ĥ(k)| < τs} (13)

We then validate the calculated vector τs through further
experiments. Hence, we determine the values for ξ that the
adaptive SSO approach chooses when applied to the formerly
saved experiment data. By comparing these values to the
optimum values we can see the performance of the adaptive
SSO approach with τs.

In the following, we exemplarily show the results of one of
these experiments that measures the complete SSO configura-
tions for the QAM16 1/2 MCS. Note that this experiment is
run on a arbitrary channel, that is not related to the channel
shown in the previous section on which the τs configuration
is based. Figure 8 shows the channel state for this experiment.

Figure 9 shows the throughput graphs for this measured
channel. For better readability we do not show all SSO
configurations for higher values of ξ. The behavior of the
curves that were left out is similar to that of the shown
configurations. For high SNR values where all sub-carriers
only suffer low error rates, switching off sub-carriers has
negative impact on throughput, that is directly proportional
to the number of deactivated carriers. This behavior changes
at around -80dBm when the error rate of the weakest sub-
carriers reaches the threshold τ . For even lower SNR values,
the configuration with all sub-carrier active turns out to be the
worst performing configuration with respect to throughput.
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Fig. 8. Channel Coefficients

To verify the configuration of τ , we show an a posteriori
analysis of the performance of our adaptive SSO strategy on
the same data set in Figure 10. We compare the throughput
that the adaptive strategy would have achieved, against the
best performing transmit configuration, i.e., the maximum of
the curves with a fixed number of sub-carriers switched off.
For the former, for each data point we take the performance
of the scheme with a fixed number sub-carriers switched off,
where the deactivated sub-carriers conform to the threshold
τ . As can be seen from the throughput curve of our adaptive
strategy, it chooses configurations that are very close to the
optimal decision. However, due to the averaging nature of our
determination of τ , small deviations from the optimum exist.

C. Adaptive Sub-carrier Switch Off

In order to further confirm our findings for the threshold
vectors, we apply the adaptive SSO strategy to live through-
put measurements. In contrast to the validation approach in
Section V-A, the adaptive strategy directly sets the SSO pa-
rameters based on the channel quality measurements reported



 0

 1

 2

 3

 4

 5

 6

 7

 8

 9

 10

 11

 12

-84 -82 -80 -78 -76 -74 -72 -70

T
h

ro
u

g
h

p
u

t 
(M

B
it
/s

)

SNR (dBm)

all SC
SSO 1
SSO 2

SSO 3
SSO 4
SSO 7

SSO 10
SSO 13
SSO 16

SSO 19
SSO 22

Fig. 9. QAM16 1/2 SSO Channel Reference Measurement

 0

 1

 2

 3

 4

 5

 6

 7

 8

 9

 10

 11

 12

-84 -82 -80 -78 -76 -74 -72 -70

T
h

ro
u

g
h

p
u

t 
(M

B
it
/s

)

SNR (dBm)

Adaptiv SSO
Optimum

Fig. 10. Adaptive SSO Throughput Compared to Optimal Switch Off
Throughput

by the receiver. Furthermore, note that the channel for this
measurement differs from the one in section V-B that was used
for the determination of the threshold vector τ . A successful
adjustment of the transmission parameter therefore shows
that the adaptive approach also works for unknown channels.
Figure 11 depicts the channel state for the adaptive throughput
measurement.

Figure 12 shows an overview the results. We compare the
adaptive strategy with the static switch off of 6 and 12 sub-
carriers for the QAM16 1/2 MCS. As a further reference we
also show the throughput for the all active configuration. It
can be seen from the graph that the adaptive strategy always
performs similar to the best static scheme. The small deviation
from the all active configuration that is optimal for low SNR
values results from the averaging in the threshold determi-
nation. It can easily be prevented by disabling SSO when
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very low packet error rates for the all active configuration are
measured.
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VI. RELATED WORK

Sub-Carrier Switch Off is related to the sub-carrier channel
quality dependent adaptive assignment of MCS. Cheong et. al
[16] propose OFDM with adaptive modulation per sub-carrier
to be a promising counter-measure for wireless channels with
multipath induced frequency selective fading. They also refer
to the possibility of not transmitting data on a deeply faded
sub-carrier during the period of a symbol, similarly to the
basic idea of sub-carrier switch off. Nonetheless, adaptive
modulation systems include higher computational costs for
determining the optimal MCS for every sub-carrier and higher
transmitter and receiver complexity. Furthermore signaling
back the desired MCS combination requires a certain band-
width overhead, see ([10], [15], [14]).

A further method to combat frequency selective fading is to
assign different transmit powers for every sub-carrier, referred
to as power loading [4]. In [7] authors use SSO (referred to as
’sub-band blocking’) in order to meet signal power limitations



on the proposed power loading scheme. Also the combination
of power loading and adapting the MCS has been analyzed,
a technique known as bit loading [1]. The idea of SSO as a
self contained frequency selective fading counter-measure has
first been considered by Puñal and Gross in [12], [11] and [4].
As the newly released IEEE 802.11ac standard has channels
with bandwidths of up to 160MHz, they argue that frequency
selective faded sub-carriers will have even more impact in
the future. Motivated by this, they compare different loading
algorithms by means of simulation, namely power loading, bit
loading, and SSO. They show that power loading has a minor
influence compared to SSO and also show that their proposed
combination of SSO and power loading comes close to the
results achieved by bit loading.

Our results from a real testbed confirm and extend the
findings on SSO that were investigated by Puñal et. al. by
means of simulation. We show that in case of deeply faded
sub carriers, SSO can archive significant performance gains
even for a far smaller bandwidth of only 10 MHz and without
the complexity of power loading or bit loading techniques. As
the simulation results presented in the works [12], [11] and [4]
do not include pure SSO results but results for a combination
if SSO and powerloading, and the simulated packets are
modulated using a higher modulation scheme (QAM-256), the
simulation results are unfortunately not directly comparable to
our measurements.

The idea to switch off certain sub-carriers of a OFDM
transmission can also be beneficial to cognitive radio (CR)
systems [8]. Here however, the idea is to disable sub-carriers
that coincide with used parts of the spectrum, thus decreasing
interference between CR transmitters and incumbent transmit-
ters.

VII. CONCLUSION

In this paper we analyzed the gains for Sub-Carrier Switch
Off in OFDM wireless local area networks. We designed a
light-weight mechanism to select the set of sub-carriers to
switch off based on the channel coefficients. We implemented
our mechanism using the WARP software-defined radio plat-
form and conducted a range of performance measurements.
With the help of extensive channel measurements for all pos-
sible SSO configurations, we developed a simple but effective
method to decide which sub-carriers to switch off. This method
maximize throughput, while having very low computational
complexity and feedback overhead.

In case of frequency selective fading, SSO turns out to
be a very efficient measure to increase throughput and link
stability. Under certain fading conditions we were able to
transmit packets with a SNR range increase of up to 5 dBm,
with corresponding significant increases in throughput from
0.2 Mbit/s without SSO to 4.3 Mbit/s with SSO. In summary,
our analysis indicates that SSO is a very promising method
to improve performance and resilience of future IEEE 802.11-
style networks.

Our findings also open interesting questions for future work.
The combination of rate selection and SSO leaves room for

further improvements and measurements. Furthermore, the
implementation for efficient feedback mechanisms of channel
state information provides some interesting challenges. From
a technical point of view, it would be highly interesting to
combine SSO with pilot carrier relocation to further improve
performance. In addition, SSO can also be applied to the
packet headers, which might significantly improve the packet
detection rate.
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